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*** First Change ***

[bookmark: _Toc131154702]
Annex AA (normative):
Support of SBA in IMS
[bookmark: _Toc131154703]AA.1	General
[bookmark: _Toc131154704]AA.1.0	Overview
This Annex AA describes support for SBA for IMS nodes. This Annex is intended to be used in conjunction with 5GC.
[bookmark: _Toc131154705]AA.1.1	Architectural Support
Figure AA.1.1-1 shows the architecture to support SBA interactions between IMS entities.


Figure AA.1.1-1: System Architecture to support SBA in IMS
NOTE 1:	The DCSF and MRF supports NF registration and discovery, but they do not provide services in this release of the specification.
Editor's note:	Whether the AS in Figure AA.1.1-1 needs to be changed to IMS AS is FFS.
Figure AA.1.1-2 shows the architecture using the reference point representation.


Figure AA.1.1-2: System Architecture to support SBA in IMS in reference point representation
NOTE 2:	In this Release of the specification the SBI capable IMS AS in the IMS domain supporting data channel services is collocated with the TAS.
[bookmark: _Toc131154706]AA.1.2	Reference point to support SBA in IMS
Following reference points are realized by service-based interfaces in IMS:
N5:	Reference point between the PCF and an AF.
NOTE:	P-CSCF acts as an AF from PCF point of view. N5 Reference point is defined in TS 23.501 [93].
N70:	Reference point between an SBI capable I/S-CSCF and an SBI capable HSS.
N71:	Reference point between an SBI capable IMS AS and an SBI capable HSS.
DC1:	Reference point between an SBI capable IMS AS and DCSF.
DC2:	Reference point between an SBI capable IMS AS and DCMF.
N72:	Reference point between DCSF and an SBI capable HSS.
[bookmark: _Toc131154707]AA.1.3	Service based interface to support SBA in IMS
Npcf:	Service-based interface exhibited by PCF.
Nhss:	Service-based interface exhibited by an SBI capable HSS.
These SBI services provide equivalent functionality to the Diameter Rx and Cx/Sh reference points.
Nimsas:	Service-based interface exhibited by an SBI capable IMS AS in the IMS domain.
NOTE	The name used for the service exposed by the AS in the IMS domain is Nimsas instead of Nas to avoid potential confusion.
Ndcmf:	Service-based interface exhibited by DCMF.
These SBI services provide functionality to support data channel management in IMS network.
To support co-existence of IMS nodes supporting SBA services and IMS nodes not supporting SBA services SBI enabled IMS nodes may support both SBI and non-SBI interfaces.
[bookmark: _Toc131154708]AA.2	IMS SBA Services
[bookmark: _Toc131154709]AA.2.1	HSS Services
[bookmark: _Toc131154710]AA.2.1.1	General
The following table shows the services exposed by an SBI capable HSS.
Table AA.2.1.1-1: IMS Services provided by an SBI capable HSS
	Service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	imsSubscriber Data
	Get
	Request/Response
	S-CSCF, I-CSCF, AS

	Management (_ImsSDM)
	Subscribe
	Subscribe/Notify
	S-CSCF, AS

	
	Unsubscribe
	Subscribe/Notify
	S-CSCF, AS

	
	Notification
	Subscribe/Notify
	S-CSCF, AS

	
	Update
	Request/Response
	AS

	imsUE Context
	Registration 
	Request/Response
	S-CSCF

	Management
	DeregistrationNotification
	Subscribe/Notify
	S-CSCF

	(_ImsUECM)
	Deregistration
	Request/Response
	S-CSCF

	
	Authorize
	Request/Response
	I-CSCF

	
	Update
	Request/Response
	S-CSCF

	
	RestorationInfoGet
	Request/Response
	S-CSCF

	
	RestorationInfoUpdate
	Request/Response
	S-CSCF

	ImsUE Authentication
	Get
	Request/Response
	S-CSCF



[bookmark: _Toc131154711]AA.2.1.2	Nhss_ImsUEContextManagement (ImsUECM) service
[bookmark: _Toc131154712]AA.2.1.2.1	Nhss_ImsUECM_Registration service operation
Service operation name: Nhss_ImsUECM_Registration
Description: This service operation registers the serving S-CSCF assigned to an IMS User. If authentication is not to be performed, this operation also sets the registration state. The S-CSCF is implicitly subscribed to be notified when it is deregistered in HSS. This notification is done by means of Nhss_ImsUECM_DeregistrationNotification operation.
Inputs, Required: Public Identity, S-CSCF name, Registration Type (e.g. Initial Registration, Unregistered).
Inputs, Optional: Private Identity.
Outputs, Required: Result indication.
Outputs, Optional: List of registered Private Identities sharing the same Public Identity which is being registered, S-CSCF Restoration indication.
[bookmark: _Toc131154713]AA.2.1.2.2	Nhss_ImsUECM_Deregistration service operation
Service operation name: Nhss_ImsUECM_Deregistration
Description: This service operation deregisters the S-CSCF allocated to a public identity.
Inputs, Required: S-CSCF name, Deregistration Type.
Inputs, Optional: User Identity (Private Identity and/or Public Identity), P-CSCF Restoration indication, Session Priority.
Outputs, Required: Result indication.
Outputs, Optional: None.
[bookmark: _Toc131154714]AA.2.1.2.3	Nhss_ImsUECM_DeregistrationNotification service operation
Service operation name: Nhss_ImsUECM_DeregistrationNotification
Description: This service operation enables HSS to inform a S-CSCF which has previously registered in HSS of a Public Identity deregistration. This notification corresponds to an implicit subscription.
Inputs, Required: Private Identity, Reason for Deregistration.
Inputs, Optional: Public Identity, Associated Private Identities.
Outputs, Required: Result indication.
Outputs, Optional: Associated Private Identities, Identities with Emergency Registration.
[bookmark: _Toc131154715]AA.2.1.2.4	Nhss_ImsUECM_Authorize service operation
Service operation name: Nhss_ImsUECM_Authorize
Description: This service operation is used by the I-CSCF to request authorization from HSS for:
-	The registration of a Public Identity by a UE in a P‑CSCF network identifier according to the IMS User's subscription and operator limitations/restrictions.
-	The reception of a terminating request based on the user state and IMS user's subscription (e.g. IMS User's barring status).
If the IMS User is authorized, the HSS may provide the address of the S-CSCF assigned to the Public Identity if any.
Additionally, this service operation is used to authorize in HSS a S-CSCF reselection (e.g. after I-CSCF detection if a S-CSCF failure).
Inputs, Required: Public Identity, Authorization Type.
Inputs, Optional: Private User Identity, P‑CSCF network identifier.
Outputs, Required: Result indication.
Outputs, Optional: S-CSCF name.
[bookmark: _Toc131154716]AA.2.1.2.5	Nhss_ImsUECM_Update service operation
Service operation name: Nhss_ImsUECM_Update
Description: This service operation updates the registration state of a Public Identity or Private Identity in HSS i.e. to update the registration state from Not Registered or Unregistered to Registered state.
NOTE:	This operation is used by S-CSCF after successful authentication to set the registration state (if not already set).
Inputs, Required: Public Identity, S-CSCF name.
Inputs, Optional: Private Identity.
Outputs, Required: Result indication.
Outputs, Optional: None.
[bookmark: _Toc131154717]AA.2.1.2.6	Nhss_ImsUECM_RestorationInfoGet service operation
Service operation name: Nhss_ImsUECM_RestorationInfoGet
Description: This service operation is used between the S-CSCF and the HSS to retrieve information from HSS to support the S-CSCF procedures.
Inputs, Required: Public Identity.
Inputs, Optional: Private Identity.
Outputs, Required: Result Indication.
Outputs, Optional: Restoration data.
[bookmark: _Toc131154718]AA.2.1.2.7	Nhss_ImsUECM_RestorationInfoUpdate service operation
Service operation name: Nhss_ImsUECM_RestorationInfoUpdate
Description: This service operation is used between the S-CSCF and the HSS to update information in HSS to support the S-CSCF Restoration procedures.
Inputs, Required: Private Identity, Public Identity, Restoration data.
Inputs, Optional: None.
Outputs, Required: Result indication.
Outputs, Optional: None.
[bookmark: _Toc131154719]AA.2.1.3	Nhss_ImsSubscriberDataManagement (ImsSDM) service
[bookmark: _Toc131154720]AA.2.1.3.1	General
IMS Subscriber data types used in the Nhss_ImsSDM Service are defined in Table AA.2.1.3.1-1 below.
NOTE:	IMS Subscriber data is terminology only used in Annex AA. It includes IMS subscription data and other data related to the subscriber, e.g. network functionality entity address, location information or T-ADS information.
Table AA.2.1.3.1-1: IMS Subscriber data types
	IMS Subscriber data
	Description

	Service Profile Data
	This may include e.g. service parameters, the S-CSCF allocated to a public identity or the list of S-CSCFs and their capabilities, Application Server address, triggers, information on subscribed media, profile parameters (e.g. barring indicator, etc.) as defined in TS 29.228 [30].

Service Profile Data is consumed by CSCF.


	Repository Data
	Data that is understood syntactically but not semantically by the HSS (unstructured Data). It is data that an AS may store in the HSS to support its service logic. One example is data that an AS stores in the HSS, using it as a repository.
Service Indication identifies the set of service related transparent data associated to a Public Identity.

Repository Data is consumed by IMS-AS.


	Non-Transparent Data
	Data that is understood both syntactically and semantically by the HSS e.g. location information. Non-Transparent Data is structured using data references as defined in TS 29.328 [79].

Non-Transparent Data is consumed by IMS-AS.




At least a mandatory key is required for each IMS Subscriber Data Type to identify the corresponding data as defined in Table AA.2.1.3.1-2 below.
Table AA.2.1.3.1-2: IMS Subscriber data types keys
	IMS Subscriber Data Types
	Data Key
	Data Sub Key

	Service Profile Data
	Public Identity
	

	Repository Data
	Public Identity
	Service Indication

	Non-Transparent Data
	See NOTE 1
	

	NOTE 1:	TS 29.328 [79] defines the data keys/subkeys required by each data reference.



[bookmark: _Toc131154721]AA.2.1.3.2	Nhss_ImsSDM_Get service operation
Service operation name: Nhss_ImsSDM_Get
Description: This service operation enables the NF consumer to fetch the service profile data, repository data, and non-transparent data references for an IMS User.
The HSS shall check that the requested NF consumer is authorized to fetch the requested data. In the case that the requested data is Repository data, the HSS may also authorize based on service indication.
Inputs, Required: NF Type, IMS Subscriber data type(s), Key for each IMS Subscriber data type(s).
Inputs, Optional: Application Service Identity.
Outputs, Required: Result indication.
Outputs, Optional: Requested Data.
[bookmark: _Toc131154722]AA.2.1.3.3	Nhss_ImsSDM_Subscribe service operation
Service operation name: Nhss_ImsSDM_Subscribe
Description: The NF consumer subscribes for updates to requested data. HSS shall check that the requested NF consumer is authorized to subscribe to requested updates.
Inputs, Required: NF Type, IMS Subscriber data type(s), Key for each IMS Subscriber data type(s).
Inputs, Optional: Application Server Identity.
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
[bookmark: _Toc131154723]AA.2.1.3.4	Nhss_ImsSDM_Unsubscribe service operation
Service operation name: Nhss_ImsSDM_Unsubscribe
Description: The NF consumer unsubscribes for updates to Requested data.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Result.
Outputs, Optional: None.
[bookmark: _Toc131154724]AA.2.1.3.5	Nhss_ImsSDM_Notification service operation
Service operation name: Nhss_ImsSDM_Notification
Description: This service operation enables HSS to notify a NF of any changes to what the NF subscribed to.
Inputs, Required: IMS Subscriber data type(s), Key for each IMS Subscriber data type(s).
Inputs, Optional: None.
Outputs, Required: Result indication.
Outputs, Optional: None.
[bookmark: _Toc131154725]AA.2.1.3.6	Nhss_ImsSDM_Update service operation
Service operation name: Nhss_ImsSDM_Update
Description: The NF consumer updates HSS subscription data if authorized to do so.
Inputs, Required: NF Type, IMS Subscriber data type(s), Key for each IMS Subscriber data type(s).
Inputs, Optional: Application Service Identity.
Outputs, Required: Result.
Outputs, Optional: None.
[bookmark: _Toc131154726]AA.2.1.4	Nhss_ImsUEAuthentication service
[bookmark: _Toc131154727]AA.2.1.4.1	Nhss_ImsUEAuthenticate_Get service operation
Service operation name: Nhss_ImsUEAuthenticate_Get
Description: This service operation is used between the S-CSCF and the HSS to exchange information to support the authentication between the end user and the home IMS network.
Inputs, Required: Private User Identity, Public User Identity, Authentication Data (Authentication Scheme).
Inputs, Optional: Authentication Data (Authentication Context, Authorization Information).
Outputs, Required: Result Indication.
Outputs, Optional: User Identity, Authentication Data (e.g. AV).
[bookmark: _Toc131154728]AA.2.2	Mapping of Cx and Sh operations and terminology to HSS SBI services
[bookmark: _Toc131154729]AA.2.2.1	General
This clause gives mappings from Cx and Sh operations to HSS SBI services and service operations.
[bookmark: _Toc131154730]AA.2.2.2	Mapping of Cx messages to HSS SBI services
The following table defines the mapping between stage 2 Cx messages and HSS SBI services and service operations:
Table AA.2.2.2-1: Cx messages to HSS SBI services and service operations mapping
	Cx message
	Source
	Destination
	HSS SBI service operation name

	Cx-Query
	I-CSCF
	HSS
	Nhss_ImsUECM_Authorize

	Cx-Select-Pull
	I-CSCF
	HSS
	Nhss_ImsSDM_Get (see NOTE 1)

	Cx-Put
	S-CSCF
	HSS
	Nhss_ImsUECM_Registration (see NOTE 2)
Nhss_ImsUECM_Deregistration (see NOTE 3)
Nhss_ImsUECM_Update (see NOTE 4)
Nhss_ImsUECM_RestorationInfoUpdate (see NOTE 5)

	Cx-Pull
	S-CSCF
	HSS
	Nhss_ImsSDM_Get (see NOTE 6)
Nhss_ImsSDM_Subscribe (see NOTE 6)
Nhss_ImsSDM_Unsubscribe
Nhss_ImsUECM_RestorationInfoGet (see NOTE 7)

	Cx-Location-Query
	I-CSCF
	HSS
	Nhss_ImsUECM_Authorize
Nhss_ImsSDM_Get (see NOTE 8)

	Cx-AuthDataReq
	S-CSCF
	HSS
	Nhss_ImsUECM_Registration (see NOTE 9)
Nhss_ImsUEAuthenticate_Get

	Cx-Deregister
	HSS
	S-CSCF
	Nhss_ImsUECM_DeregistrationNotification

	Cx-Update_Subscr_Data
	HSS
	S-CSCF
	Nhss_ImsSDM_Notification

	NOTE 1:	Corresponds to Cx-Select-Pull for the requests of S-CSCF capabilities from I-CSCF to the HSS.
NOTE 2:	Corresponds to Cx-Put for Registration of S-CSCF in HSS during Registration/Re-registration and Unregistered cases.
NOTE 3:	Corresponds to Cx-Put for de-registration of S-CSCF in HSS.
NOTE 4:	Corresponds to Cx-Put message for updating the registration state of Public Identity in HSS.
NOTE 5:	Corresponds to Cx-Put message for storing S-CSCF Restoration data during IMS registration procedures.
NOTE 6:	Corresponds to Cx-Pull when S-CSCF needs to fetch and subscribe to notification of changes in IMS User's Service Profile Data.
NOTE 7:	Corresponds to Cx-Pull for retrieval of S-CSCF Restoration data from HSS.
NOTE 8:	Corresponds to Cx-Location-Query for the requests of S-CSCF capabilities from I-CSCF to the HSS.
NOTE 9:	Corresponds to Cx-Put for the assignment of a S-CSCF during execution of the authentication of the IMS User.



[bookmark: _Toc131154731]AA.2.2.3	Mapping of Sh messages to HSS SBI services
The following table defines the mapping between stage 2 Sh messages and HSS SBI services and service operations:
Table AA.2.2.3-1: Sh messages to HSS SBI services and service operations mapping
	Sh message
	Source
	Destination
	HSS SBI service operation name

	Sh-Pull
	AS
	HSS
	Nhss_ImsSDM_Get

	Sh-Update
	AS
	HSS
	Nhss_ImsSDM_Update

	Sh-Subs-Notif
	AS
	HSS
	Nhss_ImsSDM_Subscribe
Nhss_ImsSDM_Unsubscribe
Nhss_ImsSDM_Get

	Sh-Notif
	HSS
	AS
	Nhss_ImsSDM_Notification



[bookmark: _Toc131154732]AA.2.4	IMS AS Services
[bookmark: _Toc131154733]AA.2.4.1	General
The following table shows the IMS ASAS Services and IMS ASAS Service Operations.
Table AA.2.4.1-1: NF services provided by the IMS ASAS
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nimsas_SessionEventControl
	Subscribe
	Subscribe/Notify
	DCSF

	
	Notify
	Subscribe/Notify
	DCSF

	Nimsas_MediaControl
	MediaInstruction
	Request/Response
	DCSF



NOTE:	In this release the IMS ASAS services is introduced to support Data Channel services in IMS further described in Annex AC.
[bookmark: _Toc131154734]AA.2.4.2	Nimsas_SessionEventControl
[bookmark: _Toc131154735]AA.2.4.2.1	General
Service description: This service enables the consumer to be notified about session events when served IMS subscribers takes part in IMS sessions.
The following operations are available for this service:
-	Explicit subscription to receive session events. This is not specified in this Release. In this Release an implicit subscription is assumed where the IMS ASAS notifies a configured or discovered DSCF of a call event through a Notify.
-	Notifying IMS session control events of a specific IMS subscriber to NFs.
	This service operation reports the event to the consumer that has subscribed implicitly via configuration in the IMS ASAS.
[bookmark: _Toc131154736]AA.2.4.2.2	Nimsas_SessionEventControl_Notify service operation
Service operation name: Nimsas_SessionEventControl_Notify
Description: This service operation enables IMS ASAS to notify consumers of session events related to a specific served IMS subscriber requesting use of IMS data channel media.
Inputs, Required: Session ID, Event ID,
Session ID is the identity of the IMS session for which the event relates to.
Event ID is the event triggered within the IMS session.
Inputs, Optional: Calling ID, Called ID, Session case, Event initiator, Media info list.
Calling ID is the public identity of the calling IMS subscriber. Called ID is the public identity of the called IMS Subscriber. Session case indicates if this is an originating or terminating IMS session. Event initiator indicates initiator of the event, i.e. 'served IMS subscriber' vs 'remote IMS subscriber'. Media info list includes for each media in the list:
-	media ID: uniquely identifies this media item within the list. The identity is allocated by IMS ASAS,
-	media specification: This depends on media type including relevant media attributes of interest to the consumer. The media specification includes the following media description attributes:
-	Media Type: Data_Channel. The elements below are derived from the SDP received by the IMS ASAS in an SIP INVITE or a re-INVITE related to an IMS Data Channel and the corresponding DTLS connection. This information is sent to a Data Channel AS in a P2A scenario when the Data Channel AS terminates IMS DC and the DCMF acts as UDP proxy. When the DCMF acts as an HTTP proxy terminating IMS DC, the information is passed to the DCMF.
-	Data Channel Mapping and Configuration Information: This attribute is applicable to Data Channel and includes relevant configuration Information.
-	Maximum Message Size: This attributes defines the maximum size to be expected.
-	Data Channel Port: This attribute identifies the port for the Data Channel.
-	Security Setup: This attribute identifies the security set up of the DTLS connection.
-	Security Certificate Fingerprint: This attribute identifies the security certificate fingerprint.
-	Security Transport Identity: This attribute identifies transport layer identity.
Editor's note:	It is FFS if the Stream ID needs to be added as further Input parameter.
Outputs, Required: Result indication.
Outputs, Optional: None.
The table below presents supported EventIDs and related parameters.
Table AA.2.4.2.2-1: List of events and Related Optional parameters
	EventID
	Parameters

	SessionEstablishmentRequestEvent
	Calling ID, Called ID, Session case, Media info list

	SessionEstablishmentProgressEvent
	Media info list

	SessionEstablishmentAlertingEvent
	Media info list

	SessionEstablishmentSuccessEvent
	Media info list

	SessionEstablishmentFailureEvent
	

	MediaChangeRequestEvent.
	Event initiator, Media info list

	MediaChangeSuccessEvent
	Media info list

	MediaChangeFailureEvent
	Media info list

	SessionTerminationEvent
	Session case



[bookmark: _Toc131154737]AA.2.4.3	Nimsas_MediaControl Service
[bookmark: _Toc131154738]AA.2.4.3.1	General
Service description: This service enables the consumer to control IMS ASAS handling of media flow within an IMS session. The service can be used by the consumer before responding to a Nimsas_SessionEventControl_Notity request.
[bookmark: _Toc131154739]AA.2.4.3.2	Nimsas_MediaControl_MediaInstruction service operation
Service operation name: Nimsas_MediaControl_MediaInstruction
Description: This operation provides instructions to the IMS ASAS for all media flows a consumer wants to control based on its policies for the received IMS session event, and that may require resource reservation in media resource e.g. DCMF or MRF.
For the case when a specific media flow needs to be terminated in DCMF media resource (i.e. termination of a Data Channel media descriptor offered by one of the IMS subscribers) or originated by the DCMF or MRF (i.e. origination of a data channel media descriptor to be offered towards one of the IMS subscribers), the consumer must provide a complete DCMF media specification including information required by DCMF to know how to terminate or originate the media flow.
Inputs, Required: Session ID, Media instruction set
Session ID specifies the IMS session for which the MediaInstruction operation applies.
Media instruction set includes a set of instructions for each media flow to control. Each instruction includes:
-	media ID: used by the producer (IMS ASAS) and the consumer for referencing purposes. The consumer reuses the media ID it received from the IMS ASAS for referencing the same media. This field will be null for instructions related to originating new media.
-	Media resource capability: Identify the Media Resource capabilities the Media instruction is intended for (e.g. DCMF, ARMF).
-	Media instruction: includes instructions to the producer (IMS ASAS) for handling the media. The following instructions are supported:
-	"TerminateMedia": Terminate the offered media descriptor of the UE in the mediaResource, i.e. this media descriptor will not be exposed to the other UE.
-	"OriginateMedia": Originate and offer a media descriptor from the mediaResource to the UE. The media ID representing the new media flow will be provided by the IMS ASAS in the response.
-	"TerminateAndOriginateMedia": Terminate the offered media flow in the mediaResource from the UE and originate the same media flow from the mediaResource to the other UE, i.e. the offered media descriptor of the originating UE will be replaced by the mediaResource provided media descriptor, which is sent towards the other UE.
-	"UpdateMedia": Update a media flow of the mediaResource previously allocated by the instructions "TerminateMedia',"OriginateMedia","TerminateAndOriginateMedia"
-	"DeleteMedia": Delete a media flow of the mediaResource previously allocated by the instructions "TerminateMedia',"OriginateMedia","TerminateAndOriginateMedia".
-	"RejectMedia": Remove an offered media flow, i.e. the offered media descriptor will be removed both from the offer sent to the remote UE and from the answer returned to the initiator of the offer.
Editor's note:	It is FFS if the P2P use case requires a separate media instruction.
Inputs, Conditional: None.
Inputs, Optional:
Media resource data: is an optional element of each media instruction including information intended for consumption by the media resource. For mediaResourceCapability "DCMF":
-	Media proxy configuration (HTTP or UDP) applicable to the media flow.
-	Remote MDC1/MDC2 media endpoint address.
-	The replacement HTTP URL allocated by the consumer representing the application list offered to the IMS subscriber via the MDC1 interface.
-	Data Channel Mapping and Configuration information when originating/terminating data channel media flows on the Mb interface.
Outputs, Required: operation result indication.
Outputs, Optional: media resource information set:
This set includes entries corresponding to each instruction in the received media instruction set. Each entry in the set includes the media ID (same as received or new for new media), and may include the Media resource capability 'DCMF', which includes information about the allocated resource being of interest for the consumer. Example of such media resource information is the allocated local media address for the MDC2 interface when an offer must be provided to the Data Channel Application Server.
[bookmark: _Toc131154740]AA.2.5	DCMF Services
[bookmark: _Toc131154741]AA.2.5.1		General
The following table illustrates the DCMF Services and Service Operations.
Editor's note:	Whether the Services are named as DCMF Services is FFS.
Table AA.2.5.1-1: NF services provided by the DCMF
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Ndcmf_MediaResourceManagement (MRM)
	Create
	Request/Response
	IMS ASAS

	
	Update
	Request/Response
	IMS ASAS

	
	Delete
	Request/Response
	IMS ASAS



[bookmark: _Toc131154742]AA.2.5.2		Ndcmf_MediaResourceManagement (MRM) service
[bookmark: _Toc131154743]AA.2.5.2.1	General
Service description: This service enables the consumer to create, update and delete media resources related to IMS Data Channel.
Editor's note:	Whether this service could be reused by ARMF is FFS.
The media resource represents a media context including one or multiple media terminations. A media termination includes media resources for one or multiple media streams on the Mb interface.
Each media stream is identified by a media ID.
NOTE:	Termination is a concept widely used in media protocols like H.248. When a media stream, e.g. application data channel, pass through the DCMF, there is one termination for the input stream and one termination for the output stream. In this case, the two terminations can use the same media ID.
[bookmark: _Toc131154744]AA.2.5.2.2	Ndcmf_MRM_Create service operation
Service operation name: Ndcmf_MRM_Create
Description: The consumer NF requests the DCMF to create a media context including one or multiple media terminations and reserve media resources for one or multiple media streams of Mb interface in each termination. The consumer NF may also include media resource descriptions requested by the upper layer, e.g. DCSF, to be reserved on the DCMF.
Inputs, Required: List of Media Termination Descriptors.
Each Media Termination Descriptor of the list includes:   
-	List of Media Stream Descriptors belonging to the Termination.
Editor's note:	Whether and how media description for AR rendering is included in the Media Stream Descriptor is FFS.
Each Media Stream Descriptor of the list includes:
-	Media ID: A unique identity of the media stream within the media context instance. The MediaID value is set by the consumer.
NOTE 1:	Different Termination IDs associated with the same Media ID represent the media stream flow for data forwarding.
-	Remote Mb Specification: Media Specification specifying SDP parameters of a media endpoint e.g. IP address and ports of the UE. This parameter is used to establish IMS DC between DCMF and UE.
NOTE 2:	In the case of reserving termination media resource before receiving media negotiation information from the UE, Remote Mb Specification should be set to Null.
-	Additional Media Specification: Media specification specifying type and description of additional media specification information needed for this media stream from application layer, which includes:
-	Media Resource Description: Application specific media resource specification specifying how the provider shall handle the media stream. Data content depends on type of additional media resource.
	If the Type of additional remote media resource is "DCSF", the Media Resource Description includes:
-	Media proxy configuration (HTTP or UDP) applicable to the media flow.
-	MDC1/MDC2 media endpoint address.
-	Replacement HTTP URL allocated by the application layer representing the application list (e.g. graphical user interface) offered to the IMS subscriber via the MDC1 interface.
NOTE 3:	In case of P2P application data channel without connecting to the application layer network function, Additional Media Specification should be set to Null.
Inputs, Optional: None.
Outputs, Required: Result indication, Media Resource Context ID, List of allocated Media Termination Descriptor Resource information.
Media Resource Context ID uniquely identifies the media resources created by the DCMF. This identity shall be used as reference when updating or deleting the created media resource.
List of allocated Media Termination Descriptor Resource information includes one or multiple Media Termination Descriptor resources allocated. The list will include same number of terminations, in the same order as provided in the request.
Media Termination Descriptor Resource includes:
-	Termination ID: Unique identity allocated by the consumer. The identity shall be used when updating/deleting the Media Termination.
-	List of Media Stream Descriptor Resource information elements allocated within the media termination.
Media Stream Descriptor resource information includes:
-	Media ID: Unique identity of the media stream within the media context instance allocated by the consumer.
-	Local Mb Specification: Media specification specifying SDP parameters representing the media endpoint of the provider e.g. IP address and ports used in SDP response etc.
-	Additional media resource description: Optional application specific media resource specification specifying the information of additional media resource, which includes:
-	DCMF MDC1/MDC2 media point information (IP address/port number, etc.) which shall be relayed to the DCSF by the consumer NF.
Outputs, Optional: None.
[bookmark: _Toc131154745]AA.2.5.2.3	Ndcmf_MRM_Update service operation
Service operation name: Ndcmf_MRM_Update
Description: The consumer NF requests the DCMF to update one or multiple media resources within a specific media resource context. Terminations and/or Media Streams can be added, modified or deleted within an Update request.
Inputs, Required: Media Resource Context ID, List of Media Termination Descriptors to be updated.
Media Resource Context ID specifies the media context resource to be updated.
List of Media Termination Descriptors includes one of multiple updated Media Stream Descriptors, which provides the media stream information that needs to be updated.
Inputs, Optional: None.
Outputs, Required: Result indication, List of Media Termination Descriptor Resource information.
List of Media Termination Descriptor Resource information includes one or multiple Media Stream Descriptor Resources impacted by the Update request.
Outputs, Optional: None.
[bookmark: _Toc131154746]AA.2.5.2.4	Ndcmf_MRM_Delete service operation
Service operation name: Ndcmf_MRM_Delete
Description: The consumer NF requests the DCMF to delete a specific media context resource including all existing terminations and media streams.
Inputs, Required: Media Context Resource ID.
Media Context Resource ID specifies the media context resource to be deleted.
Inputs, Optional: None.
Outputs, Required: Result indication.
Outputs, Optional: None.
[bookmark: _Toc131154747]AA.3	SBI Capable HSS Discovery and Selection
[bookmark: _Toc131154748]AA.3.1	General
An SBI capable IMS entity (e.g. I-CSCF, S-CSCF or IMS ASAS) performs HSS discovery to discover an HSS that manages the user subscriptions.
The SBI capable IMS entity shall utilize the NRF to discover the SBI capable HSS instance(s) unless the information about SBI capable HSS instances is available by other means, e.g. locally configured on the SBI capable IMS entity. The HSS selection function in SBI capable IMS entities selects an SBI capable HSS instance based on the available SBI capable HSS instances (obtained from the NRF or locally configured).
An SBI capable IMS entity always selects an HSS within its own PLMN. The HSS selection should consider one of the following factors when available to the SBI capable IMS entity:
1.	HSS Group ID of the IMS identity (IMPI or IMPU, or PSI).
2.	IMS private identity (IMPI); e.g. the SBI capable IMS entity selects an SBI capable HSS instance based on the IMPI set the UE's IMPI belongs to, configured locally or based on the results of a discovery procedure with NRF using the UE's IMPI as input for HSS discovery.
3.	IMS public identity (IMPU); e.g. the SBI capable IMS entity selects an SBI capable HSS instance based on the IMPU set the UE's IMPU belongs to, configured locally or based on the results of a discovery procedure with NRF using the UE's IMPU as input for HSS discovery.
4.	Public Service Identity (PSI); e.g. the SBI capable IMS entity selects an SBI capable HSS instance based on the PSI set the received PSI belongs to, configured locally or based on the results of a discovery procedure with NRF using the received PSI as input for HSS discovery.
5.	MSISDN; e.g. the SBI capable IMS entity selects an SBI capable HSS instance based on the MSISDN set the UE's MSISDN belongs to, configured locally or based on the results of a discovery procedure with NRF using the MSISDN as input for HSS discovery.
Unless the information about the interface type to be used towards HSS is locally configured on the SBI capable IMS entity, an SBI capable IMS entity can also use the NRF to decide the type of interface (SBI vs diameter) to be used towards HSS.
The following clause describes the procedure for HSS registration in NRF, SBI capable HSS discovery and interface type selection via NRF.
[bookmark: _Toc131154749]AA.3.2	HSS Registration in NRF
An SBI capable HSS registers in the NRF using the Nnrf_NFManagement_NFRegister Request message as defined in TS 23.502 [94]. The NF profile of the HSS registered in NRF includes necessary information for an SBI capable IMS entity to send SBI service requests to the selected SBI capable HSS service instance.
Different SBI capable HSS instances managing different sets of IMPIs/IMPUs may be deployed in a given PLMN. In this case, the SBI capable HSS instances register in NRF using either different ranges of IMPIs/IMPUs and/or HSS Group IDs.
NOTE:	In deployments where simple IMPU and IMPI ranges are not suitable to describe the IMPU/IMPI sets served by HSS instances, it is expected the HSS instances only register HSS Group IDs.
[bookmark: _Toc131154750]AA.3.3	HSS Discovery and Selection via NRF
[bookmark: _Toc131154751]AA.3.3.1	General
During the IMS procedure, an SBI capable IMS entity sends a Nnrf_NFDiscovery_Request to NRF as defined in TS 23.502 [94] to discover SBI capable HSS instances within a given PLMN. The SBI capable IMS entity may store all returned SBI capable HSS instances and their NF profiles for subsequent use, including, if applicable, supported IMPIs/IMPUs ranges, and/or HSS Group IDs. If no SBI capable HSS instance is available in the PLMN, then the NRF replies to the SBI capable IMS entity with no information. In this case, the SBI capable IMS may then attempt to communicate with the HSS using non-SBA protocols.
NOTE:	The SBI enabled IMS entity can also perform HSS discovery prior to receiving an IMS request without any public identity information.
When an SBI capable IMS entity receives an NRF response that HSS supports SBI and stores the information received from the HSS, it shall make use of Nnrf_NFStatusSubscribe/Unsubscribe service operations with NRF as defined in TS 23.502 [94] to receive Nnrf_NFStatusNotify service operation for updates to the NF profiles of SBI capable HSS instances registered in NRF.
[bookmark: _Toc131154752]AA.3.3.2	HSS Discovery
The call flow in Figure AA.3.3.2-1 illustrates the steps to locate the HSS instance for an IMS public identity.


Figure AA.3.3.2-1: HSS discovery and selection
Steps 1 - 2 may be performed, any time after power up, e.g. in the scenario where only a single HSS instance or HSS group is deployed, and in the scenario where an operator has IMPI/IMPU ranges that are registered in NRF as described in clause AA.3.2. In this case there is no need for any IMPU to perform the 2 steps.
1.	An SBI capable IMS entity may discover the SBI capable HSS instances available in the PLMN via Nnrf_NFDiscovery_Request.
2.	The NRF provides the SBI capable IMS entity with the HSS instances and/or any HSS Group IDs registered in the PLMN. If no SBI capable HSS instance and/or any HSS Group ID is available in the PLMN, then the NRF will reply to the SBI capable IMS entity with no information about available SBI capable HSS instances.
3.	The SBI capable IMS entity receives an IMS procedure related to a given IMS user (IMPI or IMPU depending on the procedure).
Steps 4 - 6 may be performed, e.g. if the SBI capable IMS entity did not retrieve and store information about HSS instances and/or HSS Group IDs registered in the PLMN at an earlier stage (performed steps 1-2).
4.	An SBI capable IMS entity may discover the SBI capable HSS instances available in the PLMN via Nnrf_NFDiscovery_Request.
5.	The NRF provides the SBI capable IMS entity with the HSS instances and/or any HSS Group IDs registered in the PLMN. If no SBI capable HSS instance and/or any HSS Group ID is available in the PLMN, then the NRF will reply to the SBI capable IMS entity with no information about available SBI capable HSS instances.
6.	The SBI capable IMS entity stores the result of the NRF discovery, if any is received. The IMS capable entity may store the received response for future use, otherwise the IMS entity must perform the query in response to each IMS request it receives.
	If the SBI capable IMS entity received no results at all, the procedure is exited, and the SBI capable IMS entity may use Diameter interfaces to interact with an HSS.
NOTE 1:	The SBI capable IMS entity can request the NRF to be notified of updates in the SBI capable HSS instances/ HSS Group IDs registered in NRF by using a Nnrf_NFManagement_NFStatusSubscribe service operation.
Steps 7 - 10 are performed only if the SBI capable IMS entity cannot locate an HSS instance corresponding to the IMS public identity based on stored information.
7.	The SBI capable IMS entity sends to NRF an Nnrf_NFDiscovery_Request with the IMS public identity received in step 3.
8.	NRF may query the UDR, via the Nudr_GroupIDmap service, for the HSS Group ID corresponding to the IMS public identity.
9.	If requested the UDR returns the HSS-IMS Group ID to NRF.
10.	NRF locates HSS instance(s) corresponding to the HSS Group ID. NRF returns and provides and them to the SBI capable IMS entity the HSS instance(s) profile which includes the HSS Group ID.
NOTE:	In indirect communication with delegated discovery as specified in TS 23.501 [93], the SBI capable IMS entity does not interact directly with the NRF. In this case, the SBI capable IMS entity is not informed about the HSS Group ID the IMS identity belongs to.
11.	The SBI capable IMS entity selects the HSS instance.
12.	The SBI capable IMS entity can then start interaction with the selected HSS instance.
[bookmark: _Toc131154753]AA.3.3.3	Handling of HSS Group ID in IMS Procedures
The HSS group ID may be transported in SIP signalling related to the following procedures:
-	Initial IMS Registration procedure.
-	IMS Terminating session establishment procedure.
-	IMS Originating session establishment procedure.
An SBI enabled I-CSCF receiving an HSS Group ID during the NRF-based HSS discovery procedure should include the HSS Group ID for transportation to the next hop in subsequent SIP signalling related to the above procedures.
In addition, every IMS node receiving an HSS Group ID in SIP signalling (e.g. S-CSCF and IMS ASAS) should store it as part of the UE information, and should use the received HSS Group ID to select an SBI capable HSS. Additionally, an IMS node receiving an HSS Group ID in SIP signalling should include it in subsequent SIP signalling related to the above procedures.
The HSS Group ID in SIP signalling is specific to the UE served by this IMS and shall not be sent to any other party involved in the session/communication (e.g. to the terminating side and/or outside the HPLMN).


[bookmark: _Toc131154762]
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Annex AC (normative):
Support of Data Channel services in IMS
[bookmark: _Toc131154763]AC.1	General
This annex describes IMS architecture enhancements to support data channel services.
Data channels are always established in the context of an IMS MMTel session.
Service based interfaces applicable to data channel services are specified in AA.2.3
The architecture in this annex supports separation of signalling function and media function supporting data channel services. A network function for data channel management signalling, Data Channel Signalling Function (DCSF), is specified. The network function to handle data channel media can be provided in two ways:
-	by enhancing the existing IMS MRF (called MRF) to perform media functions related to DC, which interacts with the IMS AS via enhanced Mr'/Cr interfaces; and
-	by introducing a new network function called Data Channel Media Function (DCMF), which interacts with the IMS AS via the service-based interface DC2.
NOTE:	In this release of the specification the IMS AS supporting data channel services is collocated with the TAS.
Editor's note:	It is FFS whether and how IMS Data Channel is supported in roaming cases.
[bookmark: _Toc131154764]AC.2	Architecture and functions
[bookmark: _Toc131154765]AC.2.1	Architecture
Figure AC.2.1-1 shows the data channel architecture when using the service-based DC media function.


Figure AC.2.1-1: Architecture option of IMS supporting DC usage with DCMF
Figure AC.2.1-2 shows the data channel architecture when using the MRF.


Figure AC.2.1-2: Architecture option of IMS supporting DC usage with MRF
NOTE 1:	The Application Server in the IMS domain providing support for Data Channel applications is referred to as IMS AS in this Annex.
NOTE 21:	MDC2 may connect different IMS security domains.
NOTE 32:	DC5 reference point is not specified in 3GPP.
NOTE 43:	MDC1, MDC2 and MDC3 reference points are not specified in 3GPP.
NOTE 54:	DC3 and DC4 reference points are not specified in this Release.
NOTE 65:	Enhancements to the N33 reference point for support of data channel services are not specified in this Release.
Editor's note:	Enhancements to other interfaces (e.g. N71/Sh, N70/Cx, Gm, Mw, ISC, Iq, Mb) for support of IMS data channel service are FFS.
[bookmark: _Toc131154766]AC.2.2	Functional entities
[bookmark: _Toc131154767]AC.2.2.1	Data Channel Signalling Function (DCSF)
The DCSF is the signalling control function that provides data channel control logic. The DCSF is not involved in SIP signalling. The DCSF supports the following functionalities:
-	The DCSF receives event reports from the IMS AS and decides whether data channel service is allowed to be provided during the IMS session;
-	The DCSF manages bootstrap data channel and (if applicable) application data channel resources at the DCMF or MRF via the IMS AS;
-	The DCSF supports HTTP web server functionality to download data channel applications (bootstrapping) via DCMF and/or MRF to the UE based on UE subscription.
-	The DCSF downloads data channel applications from the Data Channel Application Repository;
NOTE 1:	The detailed procedures to download data channel applications to the UE are out of scope of this specification.
-	The DCSF interacts with NEF for data channel capability exposure via N33;
NOTE 2:	Interaction with NEF is not specified in this release of the specification.
-	The DCSF interacts with the DC Application Server for DC resource control via DC4/DC3, and for traffic forwarding via MDC3/MDC2.
NOTE 3:	Interaction with the DC Application Server for resource control is not specified in this release of the specification.
[bookmark: _Toc131154768]AC.2.2.2	Data Channel Application Repository (DCAR)
The Data Channel Application Repository stores data channel applications which are retrieved by the DCSF when required.
[bookmark: _Toc131154769]AC.2.2.3	Data Channel Media Function (DCMF) / MRF
The DCMF and MRF provide the media resource management and forwarding of data channel media traffic . The DCMF and MRF provides the following functionalities:
-	The DCMF and MRF manage the data channel media resources (bootstrap and application data channel resources, if applicable) under the control of the IMS AS;
-	The DCMF and MRF terminate the bootstrap data channel from the UE and forward HTTP traffic between the UE and DSCF via MDC1;
-	The DCMF and MRF may anchor the application data channel in P2P scenarios, if required, and forward application data traffic from/to the UEs;
-	The DCMF and MRF relays traffic on the A2P/P2A application data channels between the UE and the DC Application Server via MDC2.
[bookmark: _Toc131154770]AC.2.2.4	IMS AS
The IMS AS is enhanced to support the following functionalities:
-	The IMS AS interacts with the DCSF via DC1 for event notifications;
-	The IMS AS receives the data channel control instructions from the DCSF and accordingly interacts with the DCMF via DC2 or wit MRF via Mr'/Cr for data channel media resource management;
[bookmark: _Toc131154771]AC.2.3	Reference points
The following service-based reference points are defined to support data channel service in IMS:
-	DC1:	Reference point between the DCSF and the IMS AS.
-	DC2:	Reference point between the IMS AS and DCMF.
-	DC3:	Reference point between the DCSF and NEF.
NOTE:	DC3 reference point is not specified in this Release.
-	N72/Sc:	Reference point between the DCSF and HSS.
Editor's note:	It is FFS whether a new reference point between DCSF and HSS is required or N71/Sh reference point can be re-used.
The following service- based reference points are updated to support data channel signalling control in IMS:
-	N70/Cx/Dx:	Reference point between the CSCF and HSS.
-	N71/Sh:	Reference point between the IMS AS and HSS.
The following reference points are defined for data channel media handling:
-	MDC1:	Reference point for transport of data channel media between data channel media function (either DCMF or MRF) and DCSF.
-	MDC2:	Reference point for transport of data channel media between data channel media function (either DCMF or MRF) and DC Application Server.
-	MDC3:	Reference point for transport of data channel media between DCSF and DC Application Server.
The following reference point is updated to support data channel media handling:
-	Mr'/Cr:	SIP based reference point between IMS AS and MRF.
[bookmark: _Toc131154772]AC.3	IMS Data Channel Service Subscription
Subscribers entitled to use IMS Data Channel shall be allocated in HSS a Data Channel service profile. The Data Channel service profile is forwarded to the IMS AS during a third-Party Registration.
Editor's note:	The exact nature of the Data Channel Service profile, and how it is used is FFS.
Editor's note:	It is FFS whether the Data Channel service profile is downloaded to the S-CSCF during initial IMS Registration or from the IMS AS via N71/Sh.
[bookmark: _Toc131154773]AC.4	IMS DC Channel Setup
The following principles apply when an IMS Data Channel is established: -
-	UE can establish an IMS Data Channel simultaneously while establishing an IMS audio/video session or upgrade an ongoing IMS audio/video session through a re-INVITE to an IMS Data Channel.
Editor's note:	It is FFS whether it needs to be recommended that a UE initiates the IMS session audio/video session first before updating the IMS session to an IMS Data Channel session.
NOTE 1:	An IMS Data Channel established simultaneously with an IMS audio/video session can have impact to the IMS session setup time.
-	The trigger for a UE to initiate a DC establishment request is left for UE implementation.
Editor's note:	It is FFS whether and how the UE is configured with a service profile to initiate a DC establishment request.
NOTE 2:	Other means for configuring the UE with the needed trigger information to initiate an IMS Data Channel are also possible.
-	If a UE that has not subscribed to IMS Data Channel establishes an IMS Data Channel simultaneously with an IMS audio/video IMS session, the IMS AS shall discard the Data Channel request and proceed with the audio/video IMS session establishment.
-	The DCSF provides a URL to the DCMF or MRF via the IMS AS during data channel media resource reservation for the bootstrap data channel that enables downloading a subscriber specific graphical user interface to the UE via the Bootstrap Data Channel. Once the DCMF or MRF, acting as HTTP proxy, receive a HTTP GET Request containing the root ("/") URL through the bootstrap data channel, the DCMF or MRF replaces the root ("/") URL in the HTTP GET Request with the subscriber specific URL and forward the request to the DCSF for downloading the subscriber specific graphical user interface to the UE. The UE shall maintain the HTTP session state when interacting with the DCMF.
[bookmark: _Toc131154774]AC.5	Binding of DC Application with the related DC
Information for the binding of DC Application with the related DC is required to support multiple, simultaneous DC applications in a UE.
The binding information is allocated by the HPLMN or retrieved from DC application provider when a DC Application is uploaded to DCSF. DCSF may be configured with a DC application profile associated with the binding information, which indicates the DC control policy (e.g. whether the Application DC establishment follows the P2P or P2A/A2P procedure). The UE receives the binding information of a DC application via the Bootstrap DC, e.g. when the DC application is downloaded to the UE.
When the UE is establishing an IMS Application DC as defined in clause x.y, the binding information is provided by the UE in the SDP offer as described in TS 26.114 [76]. The IMS AS provides the binding information to the DCSF. The DCSF may use the binding information for controlling the Application DC setup .
Editor's note:	The reference number of clause x.y is to be updated in the subsequence meeting.
Editor's note:	The binding information and its usage is defined by SA WG4. This clause needs to be aligned with the outcome of SA WG4 work on the binding information.
[bookmark: _Toc131154775]AC.6	Data Channel Media Setup
DCMF and the MRF provides media anchoring when needed for the IMS Bootstrap Data Channel, and the IMS Application Data Channel. To that effect, they support the following capabilities:
-	HTTP Proxy: In this configuration, DCMF/MRF supports terminating DTLS with HTTP traffic being transparent to DCMF/MRF. This mode is deployed both for Bootstrap Data Channel, and HTTP Application Data Channels. Figure AC.6-1 illustrates the protocol stack for the HTTP proxy configuration mode for the Bootstrap Data Channel case.
	When used with HTTP Application Data Channel, the downloaded Data Channel application will in this case communicate with the DC Application Server, using basic HTTP, within the same bootstrap SCTP association as in which this application was downloaded. UDP, TCP and SCTP should be supported as the transport layer protocols for MDC2.


Figure AC.6-1: DCMF/MRF "HTTP Proxy" Media Configurations
-	UDP Proxy: In this configuration, DCMF/MRF transparently proxies HTTP traffic to its target. This mode is deployed only for Application Data Channels. Figure AC.6-2 illustrates the protocol stack for the UDP proxy configuration mode for the Application Data Channel case, providing a Person2Application/Application2Person/Person2Person Data Channel Application.


Figure AC.6-2: DCMF/MRF "UDP Proxy" Media Configurations
[bookmark: _Toc131154776]AC.7	Data Channel Procedures
[bookmark: _Toc131154777]AC.7.1	Bootstrap Setup Signalling procedure
Figure AC.7.1-1depicts a signalling flow diagram for establishing a Bootstrap Data Chanel in a person-to-person use case. The DCMF anchors the Bootstrap Data Channel, and the originating network is offering a Bootstrap Data Channel to the remote peer as well for application download.
In the call flow the two UEs have already established an IMS audio session, and the originating UE is updating the IMS audio/video session to an IMS Data Channel session.
NOTE 1:	Some SIP signalling not relevant for the procedure, is not shown in the call flow below.


Figure AC.7.1-1: Bootstrap Data Channel set up Signalling Procedure
The steps in the call flow are as follows:
-	Step 1: UE#1 sends the SIP INVITE request with an initial SDP to AS, through originating network P-CSCF and S-CSCF. The initial SDP contains offers for the Bootstrap Data Channel establishment requirement. In this example procedure, SDP contains both Bootstrap Data Channel offers for originating side and terminating side.
NOTE 2:	This SIP INVITE can also be a SIP re-INVITE performed after the initial IMS audio session is setup.
-	Step 2: IMS AS validates user subscription data to determine whether the Data Channel call request should be conveyed to DCSF.
	If the IMS AS determined, based on the user profile, that Data Channel call request needs to be sent to DCSF, the IMS AS selects a DCSF for this user based on local configuration or discovery and selection of a DCSF instance via NRF.
	If the IMS AS determined, based on the user profile, that the Data Channel call request need not sent to DCSF, or DCSF decides that DC request is not allowed, the IMS AS proceeds with normal IMS procedures to setup the MMTel session without performing Data Channel bootstrapping, by deleting DC related media information and sending the updated SIP INVITE to originating S-CSCF.
-	Step 3: IMS AS notifies the DCSF of the call event sending Nimsas_SessionEventControl_Notify (SessionEstablishmentRequestEvent, CallingID, CalledID, SessionCase, SessionID, MediaInfoList) Notify request to the DCSF.
-	Step 4: After receiving the DC control request, the DCSF determines the policy about how to process the Bootstrap Data Channel establishment requirement based on the related parameters in the Data Channel control request and/or operator strategy.
-	Step 5: Since the SessionEstablishmentRequestEvent indicates that served user is offered local bootstrap media, DCSF, based on its policies prepares originating side MDC1 media information, as well as the terminating side MDC1 remote bootstrap media (targeting remote UE).
-	Step 6: DCSF invokes the Nimsas_MediaControl_MediaInstruction (SessionID, MediaInstructionSet) operation based on its policies instructing the IMS AS how to set up bootstrap data channel with DCMF both for originating and terminating side.
-	Step 7: The IMS AS selects a DCMF based on local configuration or discovers and selects a DCMF instance or MRF supporting DC media function via NRF.
-	Step 8:	IMS AS invokes DCMF service to instruct DCMF to allocate a Mb resource to terminate the media descriptor specified by the DCSF for the originating side. For IMS AS to stand alone DCMF, DC1 is used to reserve data channel media resources reserved based on DCSF media information created in step 5. If MRF is used, IMS AS uses Mr'/Cr to the MRF to reserve data channel media resources.
-	Step 9: IMS AS invokes DCMF service to instruct DCMF to allocate a Mb resource to terminate the media descriptor specified by the DCSF for the terminating side. For IMS AS to stand alone DCMF, DC2 is used to reserve data channel media resources based on DCSF received in step 5. If MRF is used, IMS AS uses Mr'/Cr to the MRF to reserve data channel media resources.
NOTE 3:	The DCMF media resource allocation could be done with one or multiple service invocations.
-	Step 10: IMS AS responds to the MediaInstruction request received in step 6. The response may include the atomic success of operation received by the IMS AS and includes also media resource information.
-	Step 11: The DCSF stores the media resource information and responds to the Notify Request received in step 3.
-	Steps 12-14: IMS AS sends the INVITE which includes the updated SDP offer adding media information of DCMF or MRF via the originating S-CSCF to remote network side and UE#2. The SDP offer for bootstrap data channel to UE#2 will in this case be included.-	Steps 15:	UE#2 and terminating network returns an 18X response with SDP answer to bootstrap DC to originating network. If the terminating network decides to establish another bootstrap DC to UE#1 and UE#2, the corresponding data channel media description is also included in SDP answer.
-	Step 16-17: UE#2 and terminating network returns a 200 OK response.
-	Step 18: IMS AS notifies the successful session establishment event, Nimsas_SessionEventControl Notify (SessionEstablishmentSuccessEvent, SessionID, MediaInfoList) to DCSF.
-	Step 19: The DCSF responds to the notification.
-	Steps 20: 200 OK forwarded to UE#1.
-	Steps 21-24:	The bootstrap data channels have been established between originating DCMF or MRF and UE#1/UE#2. The UEs send application request messages to DCMF or MRF via bootstrap data channel with its data channel capabilities. The DCMF or MRF forwards the message to received media point of DCSF. The DCSF provides the proper data channel applications to UE#1 and UE#2 based on their data channel capabilities through DCMF or MRF.
	The Bootstrap Data channels have also been established between terminating DCMF or MRF and UE#1/UE#2. The data channel application is requested and downloaded to UE#1 and UE#2 from terminating DCSF
NOTE 4: If multiple DC applications are available, UE may request a DC applications list after bootstrap data channels establishment.
[bookmark: _Toc131154778]AC.7.2	Application Data Channel Setup Signalling Procedure
[bookmark: _Toc131154779]AC.7.2.1	Person to Person (P2P) Application Data Channel Setup
Figure AC.7.2.1-1 depicts a signalling flow diagram for establishing an Application Data Chanel in a person-to-person use case. The DCMF is not used to anchor the Application data channel.
In the call flow the UEs have already established an IMS audio session, and the originating UE is updating the IMS audio/video session to an IMS Data Channel session.


Figure AC.7.2.1-1: Person-to-Person Application Data Channel set up Signalling Procedure
The steps in the call flow are as follows:
-	Step 0:	IMS session and bootstrap data channel have been established. Data channel applications have been downloaded to UE#1 and UE#2.
-	Step 1: UE#1 sends the SIP reINVITE request with an updated SDP to IMS AS, through originating network P-CSCF and S-CSCF. The updated SDP contains the Bootstrap data channel information, as well as the Application Data Channel establishment requirement per TS 26.114 [X].
-	Step 2: IMS AS validates user subscription data to determine whether the media change request should be triggered to DCSF.
-	Step 3: IMS AS notifies the DCSF, via Nimsas_SessionEventControl_Notify (MediaChangeRequest Event, SessionID, EventDirection, MediaInfoList) of the media update request event.
-	Step 4: After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment requirement based on the related parameters in the notification and/or operator policy.
-	Step 5: DCSF determines that the added Application Data Channel media descriptor of the SDP offer takes UE#2 as target endpoint and does not requiring anchoring in the local DCMF or MRF. If DCMF or MRF needs to anchor application data channel, DCSF would have used the Nimsas_MediaControl service to instruct IMS AS to allocate data channel media resources of the DCMF or MRF.
-	Step 6: DCSF responds to the notification received in step 3.
-	Steps 7-8: IMS AS sends the re-INVITE to the originating S-CSCF and then to the terminating network side and UE#2.
-	Steps 9-11: UE#2 and terminating network returns a 200 OK response with SDP answer for application DC to originating network.
-	Step 12: IMS AS notifies the DCSF of the successful data channel modification.
-	Step 13: DCSF responds to the notification.
-	Steps 14-15: The IMS AS sends 200 OK response to the originating S-CSCF and P-CSCF.
-	Step 16: The originating network P-CSCF executes QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
-	Step 17: P-CSCF returns the 200 OK response to UE#1.
-	Step 18: UE#1 sends ACK to the terminating network.
-	Step 19: The application data channel between UE#1 and UE#2 is established. In this example, it is not anchored in DCMF/ MRF.
[bookmark: _Toc131154780]AC.7.2.2	Person-to-Application (P2A) Application Data Channel Setup
Figure AC.7.2.2-1 depicts a signalling flow diagram for establishing an Application Data Chanel in a person to application use case.


Figure AC.7.2.2-1: Person-to-Application (P2A) Application Data Channel set up Signalling Procedure
The steps in the call flow are as follows:
-	Steps 0-3: Steps 0-3 of clause AC.7.2.1 applies.
-	Step 4:	After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment requirement based on the related parameters in the notification and/or operator policy.
-	Step 5: DCSF determines that the added Application Data Channel media of the offer takes DC Application Server as target endpoint and requires to anchor in the DCMF or MRF.
-	Step 6: DCSF invokes Nimsas_MediaControl service to instruct IMS AS to terminate the media flow of the originating UE to DCMF. The instruction also includes information to be consumed by the DCMF that the data channel media shall be relayed via the MDC2 interface.
-	Step 7: IMS AS invokes DCMF service to instruct DCMF on application data channel establishment and data channel media resource reservation based on the DC media information received from DCSF. For IMS AS to stand alone DCMF, DC2 is used to reserve data channel media resources. If MRF is used, IMS AS uses Mr'/Cr to enhance MRF to reserve data channel media resources.
-	Step 8: IMS AS notifies the MediaControl instruction control response to DCSF.
-	Step 9:	The DCSF stores the media resource information and sends a P2A application data channel establishment request (including the MDC2 SDP offer received from DCMF) to the DC Application Server via DC3/DC4.
-	Step 10: DC Application Server accepts the P2A application data channel establishment request, returning an MDC2 SDP answer and is prepared for UE#1 traffic through MDC2.
NOTE:	Details on how DCSF communicates with the DC Application Server is out of scope of this Release.
-	Step 11: DCSF requests IMS AS to update the DCMF resource with MDC2 media endpoint information of DC Application Server.
-	Step 12: IMS AS updates the DCMF resource.
-	Step 13: IMS AS notifies the MediaControl instruction control response to DCSF.
-	Step 14: DCSF replies to the Nimsas notification request.
-	Steps15-16: IMS AS sends the re-INVITE to remote network side and UE#2, via the originating S-CSCF, and which does not include the SDP.
-	Steps 17-19: UE#2 and terminating network returns a 200 OK response with SDP answer for audio/video.
-	Step 20: IMS AS notifies the DCSF about the successful result of the MediaChangeRequest event.
-	Step 21: DCSF replies to the notification.
-	Steps 22-23: The IMS AS includes SDP answer for application data channels to UE#1 in 200 OK response and sends 200 OK response to S-CSCF and P-CSCF.
-	Step 24: The originating network P-CSCF executes QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
-	Step 25: CSCF returns the 200 OK response to UE#1.
-	Step 26: UE#1 send ACK to the terminating network.
-	Step 27: The application data channel between UE#1 and DC Application Server is established via DCMF or MRF. DCMF or MRF forwards data channel traffic between UE#1 and DC Application Server based on MDC2 media point information received in step 9 and 12.
[bookmark: _Toc131154781]AC.7.3	Person-to-Application and Application-to-Person (P2A2P) Procedure
Editor's note:	The relationship between clauses AC.7.3 and AC.7.2 needs further clarification.
This procedure enables originating and terminating UE to establish application data channels for the same application to communicate with the same Data Channel Application Server.


Figure AC.7.3-1: Symmetric Application Data Channel Establishment
0.	IMS session and bootstrap data channels are established. Data channel applications are downloaded to UE#1 and UE#2.
1.	UE#1 sends SIP re-INVITE request with an updated SDP to IMS AS. The updated SDP contains the bootstrap data channel and the application data channel information.
2.	IMS AS validates the data channel media description information and/or user subscription data to determine whether the DCSF needs to be notified.
3.	IMS AS selects and notifies the DCSF about the call event and data channel establishment request.
4.	The DCSF determines how to process the application data channel establishment request based on the parameters in the notification from DCSF and/or operator policies.
5.	DCSF determines that the added application data channel media in the SDP offer requires the DC Application Server is the endpoint for both originating and terminating UE and that the application DC must be anchored at the DCMF or MRF. DCSF communicates with the DC Application Server for DC resource control. Once the application data channel is established, the DC Application Server will send/receive traffic to/from UE#1 through the MDC2 interface.
NOTE:	Details on how the DCSF communicates with the DC Application Server are out of scope of Release 18.
6.	DCSF invokes Nimsas_MediaControl service to send data channel control request to IMS AS, including information how to relay data channel media via the MDC2 interface.
7.	IMS AS reserves data channel media resources at the DCMF via DC2 or at the MRF via Mr'/Cr based on the DC media information received from DCSF.
8.	IMS AS notifies the DCSF about MediaControl instruction control response.
9.	The DCSF stores the media resource information and establishes MDC1 connections with DCMF or MRF for application DC traffic to UE#1 and replies to the Nimsas notification request.
10-11.	IMS AS sends re-INVITE which include the SDP offer from DCMF or MRF for the application data channel to the originating S-CSCF and then to the remote network and UE#2.
12-15.	UE#2 and terminating network return 200 OK with SDP answer for audio/video and for the application data channel. The terminating network P-CSCF executes QoS procedure for application data channel media based on the SDP in the 200 OK.
16. IMS AS notifies the DCSF about the successful result of the MediaChangeRequest event.
17.	DCSF replies to IMS AS.
18-19.	The IMS AS includes SDP answer for application data channel to UE#1 in 200 OK and sends 200 OK to S-CSCF and P-CSCF.
20.	The originating network P-CSCF executes QoS procedure for application data channel media based on the SDP in the 200 OK.
21.	P-CSCF returns the 200 OK to UE#1.
22.	UE#1 sends ACK to the terminating network.
23.	The application data channel between UE#1 and DC Application Server is established via DCMF or MRF. DCMF or MRF forwards data channel traffic between UE#1 and DC Application Server via MDC2.
24.	The application data channel between UE#2 and DC Application Server is established via DCMF or MRF. DCMF or MRF forwards data channel traffic between UE#2 and DC Application Server via MDC2.
[bookmark: _Toc131154782]AC.7.4	NF service registration and discovery
If the NRF is used for NF registration and discovery, the DCSF and the DCMF shall register their services at the NRF before providing services to consumers, and existing NRF based mechanism needs to be extended with DC specific profiles. according to clauses 4.17.2 and 4.17.3 of TS 23.502 [94].
[bookmark: _Toc131154783]AC.7.4.1	DCSF Registration and Discovery
The DCSF profile includes NF type=DCSF and may include IMPU ranges for calling identities or called identities of users it serves.
The DCSF can update and deregister in the NRF after registration and the procedures are specified in clauses 4.17.2 and 4.17.3 of TS 23.502 [94].
[bookmark: _Toc131154784]AC.7.4.2	DCMF Registration and Discovery
The DCMF profile includes NF type=DCMF and may include information to select a local DCMF to minimize transmission delays in the media path, this may include IP address or location.
[bookmark: _Toc131154785]AC.7.5	Providing subscriber specific graphical user interface to the UE
According to clause 6.2.10.1 of TS 26.114 [76], the UE can send a HTTP GET Request for the root ("/") URL through the bootstrap data channel which is replied with a data channel application describing the graphical user interface and the logic needed to handle any further data channel usage beyond the bootstrap data channel itself. The graphical user interface can e.g. contain a menu of applications, from which the user can choose one or several. The graphical user interface should be subscriber specific and contain only applications for which the user has subscribed to and is authorized to use. To provide the graphical user interface containing subscriber specific data channel applications via the bootstrap data channel to the UE, the DCSF, when receiving a call event notification including subscriber specific information from the IMS AS, creates the URL identifying the graphical user interface for this subscriber.
NOTE:	How the DCSF creates the URL is implementation specific.
[bookmark: _Toc131154786]AC.8	Procedures
[bookmark: _Toc131154787]AC.8.1	IMS DC capability negotiation
The IMS network and the UE need to mutually negotiate the capability of supporting IMS data channel mutually.
IMS data channel capability negotiation includes two aspects:
-	The network discovers the data channel capability of the UE.
-	The UE discovers the data channel capability of the network.
When the UE supporting IMS data channel registers on the IMS network, it includes the media feature tag as specified in TS 26.114 [76] in the Contact header field of the initial REGISTER request to allow the home IMS network discovers its IMS data channel capability.
If the IMS network supports IMS data channel, the S-CSCF includes a Feature-Caps header field indicating its data channel capability in the 200 OK response to the initial and any subsequent REGISTER request, which is used by the UE to discover the IMS data channel capability of its home IMS network.
NOTE:	The UE can receive a Feature-Caps header field indicating its data channel capability in the 200 OK response to a subsequent REGISTER request when the network starts supporting IMS data channel after successful initial registration of the UE.
When the UE supporting IMS data channel initiates an IMS session, it includes the media feature tag as specified in TS 26.114 [76] in the Contact header field of the initial INVITE or a re-INVITE request to remote UE, regardless of data channel media being part of the SDP or not.
The UE shall not include data channel media description in the SDP offer of the initial INVITE request or any subsequent re-INVITE, if the S-CSCF has not included the data channel capability indication in the Feature-Caps header field in the 200 OK response either to the REGISTER or subsequent REGISTER request.


*** End of Changes ***
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